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1. Introduction 
The Rel-19 VMR we propose that for the aspect of access control be based on clause 5.35A.7.

2. Text Proposal 
It is proposed to capture the following changes vs. TR 23.700-06.

[bookmark: _Toc517082226]Proposed text
 
[bookmark: _Toc157667972]6.0	Mapping of solutions to key issues
Editor's note:	This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping of solutions to key issues
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Proposed text - ALL NEW TEXT


[bookmark: _Toc157667973]6.X	Solution #x: Control of UE access to MWAB
[bookmark: _Toc157667974]6.X.1	General
This solution addresses Key Issue #3: Control of UE's access to 5GS via a wireless access backhaul.
[bookmark: _Toc157667975]6.X.2	Functional descriptions
The solution is proposing to fully reuse the provisions of clause 5.35A.7 of TS 23.501 [2] based on this outline:
CAG Identifier is used to control the access of UE via MWAB-gNB and existing CAG mechanism defined in clause 5.30.3 of TS 23.501[2] can be used for managing UE's access to MWAB-gNB, with the following additional considerations:
-	The MWAB-gNB is configured, with one or more CAG identifiers and the 5GC supports the UE access control based on the CAG identifier associated with the MWAB cell and the allowed CAG identifiers for the UE that supports CAG functionality.
-	For the UE that does not support CAG functionality, the MWAB and the 5GC are allowed to use not only CAG mechanism but also the other existing mechanisms, e.g., forbidden Tracking Area, to manage its access to MWAB.
-	Time restrictions may be provided together with the CAG Identifier(s) for the MWAB(s) that the UE can access. The enhanced Allowed CAG list may be provided to UE and AMF for enforcement, e,g, to make sure that UE is not accessing the MWAB cell outside of the time duration. For example, if the time when a certain CAG is allowed for a UE is up, the CAG for the UE is revoked from the network.
[bookmark: _Toc157667976]6.X.3	Procedures
[bookmark: _Toc157667977]No procedure impact considering the MWAB-gNB as a gNB supporting the Rel-18 CAG concept and the other concepts that are already supported in Rel-18.
6.X.4	Impacts on services, entities, and interfaces
MWAB: support of Rel-18 CAG features
5GC: support of Rel-18 CAG features


End of proposed text



